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UNN 9
N199ANNS Session Las Authentication

(Session and Authentication)

dﬂd

IWan
® N133AN1T Session Waz Authentication
® N133@MT Session Waz Authentication (1F9&nN)
® n13lT91 express-session

o msly Passport.js §1%3U Authentication

UNWILUNN 9: N15IANT Session LAz Authentication
1umiw°wmL"?ULLaﬂwﬁLﬂfuﬁﬁQ’lfﬁ’m%mmu N1IAANNT session  WAZITUUHUWIUAINY

. . A < 6 o o dl [} v o U o o
(authentication) naLﬂuaaﬂﬂsxﬂaummy‘nmsflm:uummsmmm;j’lm LazINEIANNUaaaN Y
maaiagavlﬁasmmmmw UNNn 9 ﬁﬁaaaiuﬁuﬂﬁﬁ'w;ﬁ%'a”mms session WAYNNIRINNIULRANDY
atlUsedninnalnialasfionaaiionlu Express.js

o o ¥ A o A = . o o

W BUINVBIUNHIZLINAINATLT U express-session @4li1% middleware &1%IU
AN session UWHILGINLIA3T lagl session ﬁ]zﬁ’mﬁwﬁlﬁu%ga@lﬁﬁammé’aﬁnmﬂwgs:uu
| user D, role #3aANIAIANA19 9 HEmazldiTuuin13asd session atvtaaaniy yands
NNIM session 3IUNY cookie LﬁaL%aﬂw’ﬁagaﬂ”u;ﬂ’ﬁdmu@iazﬁﬂ

' IS o . [ a & & ad v

daanazduniai session ludszandldlu szunudanduingin lasuniazaauiiaing
W login LRZATIVFOLTARKIY WIDNAI0E19NNTIALAL session Lﬁﬂﬁﬂﬁ“ﬂ"ﬁjﬁtﬂﬂﬁ%%ﬁ] LRZNY

[ v I3 nﬂl U a L% 1 1 =3 v K % :§ I d}’
ﬂaaﬂu%mmmmawmsmﬂgs:umauma:mmﬂ@ (protected route) TIIUNUIINVBITTUL
suntnluIukaUnRiaTwaa s lni
[ v d‘y v n:?l/ 1 1 U . ¢§ [ A a

#8991 AN IULE? uwmz@aﬂawvlﬂgmﬂm Passportjs SiiiwlausSuaaiiuu
FIMIUIANNT authentication WUL modular I@maa%’unaqwﬁmsﬁuﬁuéfwu%mnmmgﬂLL1_|1_|
L% local login, OAuth, ®38 JWT Qmuaz"lﬁl,%'sufﬂﬁ‘sﬁ@@”aLLaz@T\ﬁm Passportjs Wiauldau
' [ . { [ a { ' o a £
N express-session IWaaI9zUURaNdUNDanuLazLaaaABANDITH

Waauunih ;‘J]”éjﬁm:ﬁmmL?Tﬂﬁ]ﬁ'ﬂulf?jam@ﬁmmmmﬁ@Lﬁmﬂ”umizﬂ”@mi session LA
authentication 4 Express.js LLa:mmsnm"Lﬂw?um‘s:wQ‘lﬁamﬁﬂaa@n”mm:ﬁﬂszﬁw%mw

wiaudmsumsunesalulisianduwalngniaszuy production 459,

Express.js Web Programming: Advance wih 1



4 v A v A
g{uwm%aiﬂmumiw

N159AN1S Session LLaz Authentication

1. M0 express-session
ANMNRIYURTARN
e express-session \Ju middleware Ne78lvlall Express mmsmﬁuﬁaga session V3
Alfudazaunldznitmalinu
e Session ﬁamﬂﬁuﬁagaamuwaa;ﬂ%um%‘fﬂna? |74 ToyannIaeandn ToyanIIada
wzaag 17 udu
o lasdné HTTP 1Ju protocol WUU stateless Aa baiinTALEIULBS client AU server W@
. ' Y A o
session azBa8uATndld
a & o & v
MIAnAILazlZITwLlaInn
o ARAIAILANEI:
¢ npm install express-session
o @3Alu Express app Lo

e const session = require('express-session');

e app.use(session({
o secret: 'your-secret-key', // TRRAUS N ILLTETU
e resave: false, i Liguiinssgudr lidnnu s wedag
.  saveUninitialized: true, // voasuiibailaldfifulsle
. cookie: { secure: false } // @i‘lﬂ"] cookie §1%3L session (secure: true Igianne https)
L))
N131%9% session
. mmsmﬁuﬂ'agalu session W1 req.session
e req.session.user = { id: 1, username: 'admin' };

o Gvayaldananizaziiainiailianda session Hu 9

< a 1
2. MSAITLUVRBNDNY )
LN NN
Y . A o

e WU login form LWa3IU username/password

o agldniandoyauszas form szuvazaImautoyanuudayaniatayaniimuali

« wingndad aziuiinanuzgldaslu session

o . a a% 7 v o
o 11 session lumsasramaudnimsdnfaniinau o

A28 19T BN
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app.-post(‘/login’, (req, res) => {

const { username, password } = req.body;

/I 1889NIIINOL username/password LWULE

if (username === "admin' && password === '1234') {
reg.session.user = { username: 'admin' };
res.redirect('/dashboard");

} else {
res.send('Invalid credentials');

}

Bk

app.get('/dashboard’, (req, res) => {
if (reqg.session.user) {
res.send('Welcome ${req.session.user.username}’);
} else {
res.redirect('/login');
}
);

= 4 n' a
Niaasnuan

——

e NM1I28NIMNTEVY (logout) AU session
e MIAIIAT session WUABNE

o 1]a9ni session fixation

3. M3lE Passport.js &1%130 Authentication

Passport.js Aaazls?

4 v A v A
ﬁuwm%aiﬂmumiau

o Passportjs Lilu middleware §1%3L3an13 Authentication dANubanEuazaE a7 6l

=}

f

o saa%’uﬂaqwﬁ (strategies) WAINWANY LT local (username/password), OAuth (Facebook,

Google), JWT LD ud

e TIHLUNFIUVDI Authentication 88NN business logic Ladne

NIRRT
npm install passport passport-local express-session

Q’f 1 qy v
N1969A1 Passport LLUU local strategy LUaIA®

wh 3
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const passport = require('passport');

const LocalStrategy = require('passport-local’).Strategy;

app.use(session({ secret: 'secret’ }));
app-use(passport.initialize());

app.use(passport.session());

/I iNnua local strategy
passport.use(new LocalStrategy((username, password, done) => {
/l 9137388U username/password mﬂgﬂuiaga
if (username === "admin' && password === "1234") {
return done(null, { id: 1, username: 'admin’ });
} else {
return done(null, false, { message: 'Incorrect credentials.' });
}
D);

/I 9@N17 serialize session
passport.serializeUser((user, done) => {

done(null, user.id);

s

passport.deserializeUser((id, done) => {
1 Gatayagldangudoya
done(null, { id: 1, username: 'admin' });

N

/l Route login

app.post('/login’, passport.authenticate('local’, {
successRedirect: '/dashboard’,
failureRedirect: '/login',

failureFlash: false

N);

Express.js Web Programming: Advance wih 4
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/I Route Taarugmsuningiaas login
app.get('/dashboard’, (req, res) => {
if (req.isAuthenticated()) {
res.send('Hello ${req.user.username}’);
} else {
res.redirect('/login");
}
D;
JafAva9 Passport
. saﬁunaq‘ﬂﬁ login BANKAE
o« i plugin L8z community L8

o JWABNNTIANT session IINNL Express
N159AN1S Session WAz Authentication (1Z9&n)

1. P30 express-session
LHIRALAZNIINIIINYDS Session TtIU
« HTTP protocol Lilw stateless — a1 uANNIUARZAIVE HTTP (request) 3N
Uszananaungnanne lidmafuaauzszninede
. Session Aanalnifiuaaiuzasdly AdadiWines ialinmuii request laanangled
Ao laoiBoulogru session ID figalu cookie
e« Session ID ﬁ]:gﬂm‘?ﬁﬁu@aw,mnl,ﬁa client Wandauazifinlilu cookie Lﬁiadaﬁ'unﬂ
request 010 b
express-session 11191081913
o Lﬁaﬁmfduazl“ﬁ' middleware express-session lunad 2z8n158319u823@NNT session 1D
fniulfudazan
e Session data ﬁlzgmﬁﬂﬂu server memory (default) %38 external store 1T Redis,
MongoDB (k=314 production LﬁaﬂszﬁwﬁmwLLazmmUaa@ﬁ'ﬂ)
o« Client 321630 cookie ﬁlﬁ session ID (%a default fa connect.sid) Lﬁﬂlﬁ’ddﬁu request
faly
nﬂiéﬁdﬂ express-session
app.use(session({
secret: 'your-secret-key', /1 TARAUSMILLTIIAF session ID cookie

resave: false, /I 71 session liAsuutas azldiongn (Baaa overhead)

Express.js Web Programming: Advance wih 5
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saveUninitialized: false, /1 aig319 session lnaidngslulals (roaas1win session 3149)
cookie: {
secure: false, /I daaidu true 871 https (LJa9n4 cookie Qﬂﬁ%\‘lﬁhu HTTP
FITNA)

maxAge: 1000 * 60 * 60 * 2 // 81 cookie 2 falug (wiouiadiui)
}
)R

secret: AaIadlRInAILAzURaANY LWatTasnwn1TUaaNwlad session

resave: A1I09LT% false twa lailwioW session nﬂﬂﬁ’aﬁﬁvl,ajﬁﬂm,ﬂﬁﬂml,ﬂm

saveUninitialized: ¢ false LWa li&319 session ﬁﬂé‘lﬂ&i‘lﬁaﬂﬁu %%a‘lﬂﬁtﬁuﬂ’aga
azls
% 1 v .
A29819N151Z9% session 1ib route
app.get('/set, (req, res) =>{
reg.session.user = { id: 123, username: 'testuser' };

res.send('Session data set');

s

app.get('/get, (req, res) => {
if (req.session.user) {
res.send('Hello, ${req.session.user.username}’);
} else {
res.send('No session data');
1
b;
[ . .
N13L0U session 1t production
1 o [ . 1 o 4
o Immzm‘lﬁ’mn session 1%1&%’]9@13’1&]%’1 server A3 9) mengzymmﬁa restart
A A i
server K38LUd scaling
o A5l7 store LTu connect-redis, connect-mongo \WBLAL session lugﬂuﬁaga‘ﬂ% cache

1 persistent WaTWTTINY server L@

[~3 a 1
2. NMIHI9TLUURBNDWINY 9 AY session
<& [V (-3 a
PwAdnianyadiduuasnan
1. ®9nasy login ‘%’uﬁ"aga username/password ﬁ]’mtq\l‘:jl,"ﬁ’

2. aglFastayaitnaun a3y usemname/password nugudayaniatayaluszuy

Express.js Web Programming: Advance wih 6
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3. PINATIIRAUHIY MAFII9 session Lﬁal,ﬁuamu:;ﬁ%(mu userld, username)
4. 11 session luvn route AdaInIATIIRaUMIRENDH
5. § route #IWTL logout Lﬁiaﬁw session

A208193zUURaNDWINY

/I middleware a8 body form data

app.use(express.urlencoded({ extended: true }));

Il ¥ login form
app.get('/login’, (req, res) => {
res.send(’
<form method="POST" action="/login">
<input name="username" required />
<input name="password" type="password" required />
<button>Login</button>
</form>
);
b:;

/I aTamautayafana
app.post('/login', (req, res) => {

const { username, password } = req.body;

/I 971980 UNLFIUTYATINTa hardcode (ARa:4)

if (username === 'admin' && password === '1234") {
req.session.user = { username: 'admin' };
res.redirect('/dashboard");

} else {
res.send('Invalid credentials');

}

b:;

/I wik1 dashboard fidasfanauniawdn
app.get('/dashboard’, (req, res) => {

if (Ireq.session.user) {

Express.js Web Programming: Advance wih 7
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return res.redirect('/login");
}

res.send('Welcome, ${req.session.user.username}! <a href="/logout">Logout</a>");

N

/I Logout - AL session
app.get('/logout’, (req, res) => {
reqg.session.destroy(err => {
if (err) {
return res.send('Error logging out');
}
res.redirect('/login");
b:;
Bk
HwasuarmIinamiaibs
o @lgdl,’sm session ¥uA1E (timeout)
o 1]84r% Session Fixation (\B% regenerate session id Wad login)
o 14 HTTPS Lﬁaﬂadﬁ'u cookie session E]mlhm
e MITIINR password @28 berypt ﬁamﬁulugmiaga

o M3IM CSRF token tNatlasnunsland cross-site request forgery

3. M3lE Passport.js &1%130 Authentication
m@gwaﬁm‘ﬂ% Passport.js
o Passport.js v middleware #1%3LIAN1T Authentication Laslane
o ﬁizﬂﬂﬂaq‘ﬂf (strategies) BaINHAL maum&mfumu local (username/password),
OAuth, OpenID, JWT 489
o THELUNEIULAR authentication 8an3an business logic
e community L plugin Lo Mlkuensszuudne
o I0M7T session MUULAALUNATINAL express-session
UWIAAUANVDY Passport.js
« Strategies ﬁaiugaﬁ%’uﬁmau?ﬁmmaamﬁ@m \T% passport-local
« serializeUser a2 deserializeUser 1°ﬂﬁmm:ﬁa°ﬁa@;ﬂﬁ°ﬁ%j session
¢ Middleware passport.initialize() L8z passport.session() LﬁﬂL%ﬂ&lﬁﬁJ Express

A18819N17 1T9% Passport.js (Local Strategy)

Express.js Web Programming: Advance wih 8
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const passport = require('passport’);

const LocalStrategy = require('passport-local’).Strategy;

app-use(session({ secret: 'secret’, resave: false, saveUninitialized: false }));
app-use(passport.initialize());

app.use(passport.session());

/I iNnua local strategy
passport.use(new LocalStrategy((username, password, done) => {
/I §28814: ATIIROU username/password WU
if (username === "admin' && password === "1234") {
return done(null, { id: 1, username: 'admin’ });
} else {
return done(null, false, { message: 'Incorrect credentials.' });
}
D);

1 Tuiindayanllu session
passport.serializeUser((user, done) => {

done(null, user.id);

s

1 fatayarlFan session
passport.deserializeUser((id, done) => {
i1 wszuwaisazdadayn user 1InguTayA

done(null, { id: 1, username: 'admin' });

N

/I Route login T passport.authenticate
app.post('/login', passport.authenticate('local’, {
successRedirect: '/dashboard’,

failureRedirect: '/login'

N);

Express.js Web Programming: Advance wh 9
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/I Route dashboard @573&aU71 logged in #3a 4
function ensureAuthenticated(req, res, next) {
if (req.isAuthenticated()) return next();

res.redirect('/login');

app.get('/dashboard’, ensureAuthenticated, (req, res) => {

res.send('Hello, ${req.user.username} <a href="/logout">Logout</a>");

N

/I Logout
app.get('/logout’, (req, res) => {
reqg.logout(() => {
res.redirect('/login");
IOk
b;
mswmmzunﬁ"mnaqﬂfﬁ'ﬁu
e OAuth (Google, Facebook, Twitter)
o JWT (§1%3L API)
e LDAP, SAML §1%5U896N3
AaA233zuazunlzUa
. @9fn session secret Iilaaasuazliidaiug
o 1% HTTPS wanatiaUnilas cookie session
. Vl,&il,ﬁmTagaﬁm”ty |7 password i session lagasg
o 19 berypt w3a library fiaaanpdmsy hash SWarI%

o  QIIIRAL input uazadn injection

AT LT0 express-session

1. express-session Aaaz(3?

o I middleware SMILIANT session b Express

o oldinudayasniuzl (session data) 13714 server uaziTanlusfiy client 1w

session ID 1% cookie

Express.js Web Programming: Advance

wih 10
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o lFFminiiutoyaddn gu n3fendu, aznirFud, AMlElusznitg session vaigly

LA RZA S

2. NIANAS express-session

npm install express-session
a6 v 4” v
3. 35 Fowiiaan
const express = require('express');
const session = require('express-session');

const app = express();

app.use(session({

secret: 'your-secret-key', // TWaal ME1IULEH session ID cookie (da9adlLaannt)

resave: false, /1 st session ’Lmiﬁﬂ"l,ajﬁmsmﬁﬂmmaﬁaHa‘tu session
saveUninitialized: false, // haiiiW session £ session gdvl,&ivlﬁgmmulﬂl (TAUAATINUIW session
lane)
cookie: {
secure: false, i1 daaiu true tld HTTPS (Tadriu cookie gnaslu HTTP 3330@7)

maxAge: 1000 * 60 * 60 // a1 cookie 1 Flus (Wikdpdiaddu)
}
)8

app.get('/', (req, res) => {
I1Faid session aglna dlufl asrslnal
if ('req.session.views) {

req.session.views = 0;

}

req.session.views++;

. o o & . . &
res.send(' A TLLUTNIAR U N ${req.session.views} A33");

N

app.listen(3000, () => {

Express.js Web Programming: Advance wh 11
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console.log('Server running on http://localhost:3000');

N

4. amaawindn ﬁ'iy‘l% express-session

ALaan SIYATLDYA AT

TARALN MELT1 session ID cookie [NatTasnwn1TURaN  ||@ITHENTUTaMILAS
wilas dasadlntaaananaziduwainuay AU la

i false 22 lajlw session M lddnsidfaunlas (aa v .
resave AL false
naz)

i false 9zlaiw session Nfalaldgnurily 13w v .
saveUninitialized A7 false

session /a1 ¢

) o & o . e §193U production
cookie.secure  ||Ma3Ldw true EFI cookie LaW1z HTTPS LY &
e true

cookie.maxAge |fin#uaaE cookie (W38 ms) 1w 1 F1lu9 = 10006060 |[AIGUAMNTBINTT

5. NN51%91% session 11 route A9 ]
o Waudayaaslu session
reqg.session.username = '‘admin’;
8 uTBYAIMN session
const username = req.session.username;
. auifaﬂa session #38¥i1ane session
req.session.destroy(err => {
if (err) console.error(err);

else console.log('Session destroyed');

N

6. N13LNY session 1w production
o lasdvead express-session ZLAL session L BWILAININVDYI server
(MemoryStore) sﬁavlaimm:ﬁ'u production
o A3lF external store LT
o Redis: connect-redis
o MongoDB: connect-mongo

o MySQL: express-mysql-session
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LN L session magjvl,@ﬁl,ﬁ server 3813 LAZIAITUTSULLUURANY instance

7. #108191%91% Redis 11w store

npm install connect-redis redis

const session = require('express-session');

const RedisStore = require('connect-redis')(session);

const redis = require('redis');
const redisClient = redis.createClient();

app.use(session({
store: new RedisStore({ client: redisClient }),
secret: 'your-secret',
resave: false,
saveUninitialized: false,

cookie: { secure: false, maxAge: 3600000 }

N);

8. aA133229
\ o A \ A \
o atld secret fland1e wiaidainpganmms

e 281ANAIAN cookie.secure Lilw true tilald HTTPS

2
o A o

o atufvtayaddynIaanuaLaily session lasass araiivud id #IadTia

a o (3

e 3279M3laNG session fixation, session hijacking laad session InNnaIRandusLs

AaA s ' . s ' A’l’ s ' 6 Af ¥
fidadatnillIunIn Express.js 3 datenug I + 3 dratsunwitszand NIlT express-

session WIaN1ATIRINI NG, A1a5U11Aa LAZNANTTTY
) 1 dg, Y 1
aaadsldsunsauiingw 3 aradng

o 1 o o A v & .
A2 1: BUITWIVAIINLYILIU (Session Counter)
Taseasslusiang

session-basic-1/

[
(I

app.js

package.json
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app.js
const express = require('express');

const session = require('express-session’);
const app = express();

app.use(session({
secret: 'mySecretKey123',
resave: false,
saveUninitialized: false,

cookie: { maxAge: 60000 }
D);

app.get('/', (req, res) => {
if ('req.session.views) {
req.session.views = 0;
}
req.session.views++;
. % o & (% . . & ~
res.send("QTLLYTAUIHIIURT ${req.session.views} A33°);

N

app.listen(3000, () => {
console.log('Server running at http://localhost:3000');
ok
A5 INUAZTHANITIN
npm init -y
npm install express express-session
node app.js
e iiwaslUfi http:/ocalhost:3000
NARNTAZLRAITEAINY "lefﬁmﬁwﬁmuﬁa X A39" I@ﬂﬁfmﬁwnﬂﬂ%ﬁ‘imm (§193U session

a [
LWA8IN)

%) [ (~$ % % .
MDY 2: Lﬂumaﬂarﬂ%m‘l% session

Tassasslisiona
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session-basic-2/

[
[

app.js

package.json

app.js

const express = require('express');

const session = require('express-session’);

const app = express();

app.use(express.urlencoded({ extended: true }));

app.use(session({
secret: 'mySecretKey123',
resave: false,
saveUninitialized: false,

cookie: { maxAge: 60000 }
)

app.get('/', (req, res) => {

if (req.session.username) {

res.send(‘afaﬁ, ${req.session.username}! <a href="/logout">aan3aNIzvUL</a>");

} else {
res.send(’
<form method="POST" action="/login">
%agﬂ“ﬁ: <input name="username" />
<button type="submit">11g3z11I</button>

</form>

);
D;
app.post('/login', (req, res) => {

const { username } = req.body;

if (username) {

Express.js Web Programming: Advance
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req.seSSion.Username = username,
res.redirect('/');
} else {
A o
res.send('nymnIandanlt’);
1
1

app.get('/logout’, (req, res) => {
reqg.session.destroy(err => {
if (err) return res.send(\NATONANAN');
res.redirect('/");
b:;
b:;

app.listen(3000, () => {
console.log('Server running at http://localhost:3000');
b:;
ADIUUAZHNANIIIN
e 3% node app.js
o 11N http://localhost:3000
. ﬂiaﬂ%a;ﬂﬂum{u
o WINLILURAITEANNAOUTLUAZEIN logout

o logout 3=aU session waznau lUwiin login

A28819 3: NMWWA session timeout (Vdmang session)
Tassasslusiang

session-basic-3/

[
[

app.js

package.json

app.js

const express = require('express');

const session = require('express-session');

const app = express();

Express.js Web Programming: Advance

wh 16



4 o v A
g{uwuq’?{ammumiau

app.use(session({
secret: 'mySecretKey123',
resave: false,
saveUninitialized: false,
cookie: { maxAge: 10000 } / AN@8a"E session #Wad 10 IuN

N);

app.get('/', (req, res) => {
if ('req.session.views) {
req.session.views = 1;

} else {

req.session.views++;

}

res.send(‘vaﬁﬂﬂﬁf’]ﬁmmﬁ ${req.session.views} A% (session %:‘ﬁ&ma’lqiu 10 "i‘mﬁ)‘);

N

app.listen(3000, () => {
console.log('Server running at http://localhost:3000');

N

A5TWUATHANIIT
& A o & & o . A &
o LUATULAZIIWITRINNRANEATI LAWY views LAY

o gasnglIAn 10 JwnadSWss azSuniulniinge session LRl
%] 1 I'4 %] 1
m'naﬂ"mfﬂsl,l,mmm'm‘szqnm 3 Magg

o 1 [ a 1 3
A18819 1: STUURINDWAIE username/password 418 ¢ LAUEAIWEAY session
Tassasslisiang

session-app-1/

[
[

app.js

package.json

app.js

const express = require('express');

const session = require('express-session');
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const app = express();
app.use(express.urlencoded({ extended: true }));

app.use(session({
secret: 'mySecretKey123',
resave: false,
saveUninitialized: false,

cookie: { maxAge: 600000 }
D);

1 drategwtayanlEuunde
const users = {
admin: 1234/,

user1: 'abcd’

|3

app.get('/login’, (req, res) => {
res.send(’
<form method="POST" action="/login">
%a;ﬁ‘*ﬁ: <input name="username" />
TRRHU: <input type="password" name="password" />
<button type="submit">1Tg3z11</button>
</form>
);
b:;

app.post('/login’, (req, res) => {
const { username, password } = req.body;
if (users[username] && users[username] === password) {
reg.session.user = username;
res.redirect('/dashboard");

} else {

4 o v A
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res.send(Tag{lTwIamiaruligneas);
1
1

function requireLogin(req, res, next) {
if ('req.session.user) {
return res.redirect('/login");

}

next();

app.get('/dashboard', requireLogin, (req, res) => {

a v

res.send(" Hiua U ${req.session.user} <a href="/logout">aanaNIzUL</a>");
Bk

app.get('/logout’, (req, res) => {
reqg.session.destroy(err => {
if (err) return res.send(\NATDRANAN');
res.redirect('/login');
b:;
Bk

app.listen(3000, () => {
console.log('Server running at http://localhost:3000');
Bk
ADINUATHANTIITW
o Jauiu http://localhost:3000/login
e RaNBueEI8 username Waz password NN users
« 111 dashboard ldthiandugndas

o aannIzuLladas logout

A28 2: ﬁuﬁﬂuaué’tﬁ'mmwnmu session LLAZLLAAI session ID
Tassasslisiane

session-app-2/
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[
[

app.js

package.json

app.js

const express = require('express');

const session = require('express-session');
const app = express();

app.use(session({
secret: 'mySecretKey123',
resave: false,
saveUninitialized: true,

cookie: { maxAge: 600000 }
)

app.get('/', (req, res) => {
if ('req.session.views) {
req.session.views = 0;
}
req.session.views++;
res.send(’
Session ID: ${req.sessionID} <br>
Qmﬁ’mﬁﬁ‘i ${req.session.views} a3slu session i
);
b;

app.listen(3000, () => {
console.log('Server running at http://localhost:3000');
);

A5TWUATHANIIT

—

I~ s . [ A ' = .
o HAIULAAILNG session ID §]$VLSJL‘1Jﬂﬂ%LLﬂﬂG'ﬁ]%ﬂ’JTﬂ:ﬁ%N@ﬂ'ﬁ!ﬁia cookie Eq]ﬂm.l

o IWINBATINTNILIULEINANY Session maau@ia:@’lf

(% 1 [ a
M18819 3: STUUNUALNIIAWAN (Shopping Cart) A8 session
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session-app-3/

[
[

app.js

package.json

app.js

const express = require('express');

const session = require('express-session’);

const app = express();

app.use(express.urlencoded({ extended: true }));

app.use(session({
secret: 'mySecretKey123',
resave: false,
saveUninitialized: true,

cookie: { maxAge: 600000 }
)

/I FWAAD BN

const products = {
1: { name: 'Laptop’, price: 25000 },
2: { name: 'Smartphone’, price: 15000 },
3: { name: 'Tablet', price: 12000 }

2

app.get('/', (req, res) =>{
let productList = ";
for (const id in products) {

productList +=

<li>${products[id].name} - ${products[id].price} U
<form method="POST" action="/add-to-cart" style="display:inline;">
<input type="hidden" name="productld" value="${id}" />

<button type="submit">LWNaINZNI1</button>

Express.js Web Programming: Advance
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</form>

</li>

const cart = req.session.cart || {};
let cartList = '<ul>";
let total = 0;
for (const id in cart) {
const qty = cart[id];
const product = productsid];
cartList += "<li>${product.name} x ${qty} = ${product.price * qty} un</li>";
total += product.price * qty;
}

cartList += '</ul>";

res.send(’
<h1>8uA</h1>
<ul>${productList}</ul>
<h2>@znIN&uAI</h2>
${cartList}
<p>31A1734: ${total} UIN</p>

);

IOk

app.post('/add-to-cart’, (req, res) => {
const { productld } = req.body;
if ('req.session.cart) {
req.session.cart = {};
}
if (Ireq.session.cart[productld]) {
req.session.cart[productld] = 0;

}

req.session.cart[productld]++;
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